MOODLE Quick Start Guide

ONLINE LEARNING

Accessing Moodle/Enrolling in Moodle:

You can access Moodle from the Nest (our intranet) by elicking on the Moodle icon: m
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1. Log in into the New Updated Moodle:

Welcome to Are you looking for Unitec’s previous Moodle site? It can be ac

Unitec moodle-ro.unitec.ac.nz
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2. Sign in with your Unitec email address and password:

U unitec

Sign in

someone@example.com —

---------------

3. Type Cyber Aware in Search Course section:
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4. Scroll down and click on Cyber Aware @ Unitec:
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Schools ~ Students » Staff * Help * My Courses ¥ English (en) ~

> Cyber Aware @

Unitec

» TeRito - Living Te

Moho Kotahitanga
> Courses

There are required fields in this form marked @ .

% 15CG6407 Fundamental Concepts in Cyber Security

COURSE AIM To enable students’ insight into fundamental concepts of cyber-security as well as knowledge needed to unde
and mitigation mechanisms required to be implemented and managed for securing IT infrastructure. LEARNING OUTCOMES
the principles of Information in the context of cyber Security threats and attacks, covering basic information security concep
techniques used by hackers to penetrate systems and launch attacks 3. ..

15CGB407

View this result in context - in course ISCGB407 Fundamental Concepts in Cyber Security

% Cyber Aware @ Unitec —

This module has been designed to provide a good understanding of the cyber risks we face, both at Unitec and in our persc
actionable steps and advice we can each take to mitigate these. * It should take approximately 45 minutes to complete and
Unitec staff, * It is best experienced on desktop or laptop with audio accessible for videos.

Cyber Aware @ Unitec

View this result in context - in course Cyber Aware @ Unitec

% ISCG7407 Advanced Cyber Security

COURSE AIM: To provide students with a deep understanding of the principles of information security in cyber space, enabli
various phases in the Cyber Attack Cycle and plan prevention mechanisms into their network design. This is a dynamic and v

5. Click on enrol me:

Enrolment options

¥ Cyber Aware @ Unitec

Teacher: Mirela Szekely

This module has been designed to provi
personal lives, and offer clear actionable

+ [t should take approximately 45 minu
+ [t is best experienced on desktop or |

* Self enrolment (Student)

No enrolment key required.



6. Click on Start to start completing the Cyber Aware @ Unitec Module:

?
o--o Cyber Aware @ Unitec
o}

This module has been designed to provide a good understanding of the cybe
clear actionable steps and advice we can each take to mitigate these.

e |t should take approximately 45 minutes to complete and is a requirement
e Itis best experienced on desktop or laptop with audio accessible for video
»*» On completing this module you'll be asked to indicate you have understoc

cyber security practices to keep Unitec and yourself safe. Completion of th

Click the button below to get started, followed by 'Enter’' on the next screen i
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Note: If you're having trouble opening the pop-up, it may be blocked by your browser.
For Chrome, you can adjust your settings with the following steps:

https://support.google.com/chrome/answer/95472?hl=en&co=GENIE.Platform%3DDesktop

For Firefox, you can adjust your settings with the following steps:

https://support.mozilla.org/en-US/kb/pop-blocker-settings-exceptions-troubleshooting#w_pop-
up-blocker-settings
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